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1st CHANGE
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".
[3]
3GPP TS 23.203: "Policy and charging control architecture".
[4]
3GPP TS 23.402: "Architecture enhancements for non-3GPP accesses".
[5]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2".
[6]
3GPP TS 29.060: "GPRS Tunnelling Protocol (GTP) across the Gn and Gp interface".

[7]
3GPP TS 29.274: "3GPP Evolved Packet System (EPS); Evolved General Packet Radio Service (GPRS) Tunnelling Protocol for Control plane (GTPv2-C); Stage 3".

[8]
3GPP TS 32.251: "Telecommunication management; Charging management; Packet Switched (PS) domain charging".

[9]
3GPP TS 32.240: "Charging architecture and principles".

[10]
3GPP TS 33.107: "3G security; Lawful interception architecture and functions".
[11]
3GPP TS 29.212: "Policy and Charging Control (PCC); Reference points".
[XX]
3GPP TS 29.244: "Interface between the Control Plane and the User Plane of EPC Nodes; Stage 3".
2nd CHANGE
4.3.1
General

This clause documents the existing functionality of SGW, PGW and TDF as described in TS 23.401 [2], TS 23.402 [4] and TS 23.203 [3].

Table 4.3.1-1: Existing functionality of SGW, PGW and TDF

	Main functionality
	Sub-functionality
	SGW
	PGW
	TDF

	A. Session management (default & dedicated bearer establishment, bearer modification, bearer deactivation)
	1. Resource management for bearer resources
	X
	X
	

	
	2. IP address and TEID assignment for GTP-U
	X
	X
	

	
	3. Packet forwarding
	X
	X
	

	
	4. Transport level packet marking 
	X
	X
	

	B. UE IP address management
	1. IP address allocation from local pool 
	
	X
	

	
	2. DHCPv4 / DHCPv6 client
	
	X
	

	
	3. DHCPv4 / DHCPv6 server 
	
	X
	

	
	4. Router advertisement, router solicitation, neighbour advertisement, neighbour solicitation (as in RFC 4861)
	
	X
	

	C. Support for UE mobility
	1. Forwarding of "end marker" (as long as user plane to source eNB exists)
	X
	
	

	
	2. Sending of "end marker" after switching the path to target node 
	X
	X
	

	
	3. Forwarding of buffered packet 
	X
	
	

	
	4. Change of target GTP-U endpoint within 3GPP accesses
	X
	X
	

	
	5. Change of target GTP-U endpoint between 3GPP and non-3GPP access
	
	X
	

	D. S1-Release / Buffering / Downlink Data Notification
	1. ECM-IDLE mode DL packet buffering; Triggering of Downlink Data Notification message generation per bearer (multiple, if DL packet received on higher ARP than previous DDN); Inclusion of DSCP of packet in DDN message for Paging Policy Differentiation
	X


	
	

	
	2. Delay Downlink Data Notification Request (if terminating side replies to uplink data after UE service request before SGW gets updated) 
	X


	
	

	
	3. Extended buffering of downlink data when the UE is in a power saving state and not reachable (high latency communication); dropping of downlink data (if MME has requested SGW to throttle downlink low priority traffic and if the downlink data packet is received on such a bearer (see clause 4.3.7.4.1a).
	X


	
	

	
	4. PGW pause of charging procedure based on operator policy/configuration the SGW (failed paging, abnormal radio link release, number/fraction of packets/bytes dropped at SGW)
	X
	X
	

	E. Bearer/APN policing
	1. UL/DL APN-AMBR enforcement
	
	X
	X

	
	2. UL/DL bearer MBR enforcement (for GBR bearer)
	
	X
	

	
	3. UL/DL bearer MBR enforcement (for nonGBR bearer on Gn/Gp interface)
	
	X
	

	F. PCC related functions
	1. Service detection (DPI, IP-5-tuple)
	
	X
	X

	
	2. Bearer binding (bearer QoS & TFT)
	
	X
	

	
	3. UL bearer binding verification and mapping of DL traffic to bearers
	
	X
	

	
	4. UL and DL service level gating 
	
	X
	X

	
	5. UL and DL service level MBR enforcement
	
	X
	X

	
	6. UL and DL service level charging (online & offline, per charging key)
	
	X
	X

	
	7. Usage monitoring
	
	X
	X

	
	8. Event reporting (including application detection)
	
	X
	X

	
	9. Request for forwarding of event reporting
	
	
	X

	
	10. Redirection
	
	X
	X

	
	11. FMSS handling 
	
	X
	X

	
	12. PCC support for NBIFOM 
	
	X
	

	
	13. DL DSCP marking for application indication
	
	
	X

	
	14. Predefined PCC/ADC rules activation and deactivation
	
	X
	X

	
	15. PCC support for SDCI
	
	X
	X

	G. NBIFOM
	Non-PCC aspects of NBIFOM
	X
	X
	

	H. Inter-operator accounting (counting of volume and time)
	1. Accounting per UE and bearer 
	X
	X
	

	
	2. Interfacing OFCS through reference points specified in TS 32.240 [9]
	X
	X
	X

	I. Load/overload control functions
	Exchange of load/overload control information and actions during peer node overload 
	X
	X
	

	J. Lawful interception
	Interfacing LI functions through reference points specified in TS 33.107 [10] and performing LI functionality
	X
	X
	

	K. Packet screening function
	
	
	X
	

	L. Restoration and recovery
	
	X
	X
	X

	M. RADIUS / Diameter on SGi
	
	
	X
	

	N. OAM interfaces
	
	X
	X
	X

	O. GTP bearer and path management
	Generation of echo request, handling of echo response, echo request timeout and Error Indication message
	X
	X
	


3rd CHANGE
4.3.2
Functional split of SGW, PGW and TDF

4.3.2.1
Functional split of SGW

The following table describes the functionality of the SGW-C and the SGW-U.

All functionality performed by the SGW-U is controlled from the SGW-C and thus even if it is marked below as a SGW-U functionality only, there will be corresponding control functionality in the SGW-C.

NOTE:
Functionality not marked for SGW-U is either only provided by SGW-C or does not require any specific SGW-U behaviour.

For interfaces not listed in the table below, Figure 4.2.1-1 describes whether they are terminated in SGW- C or SGW-U.

Table 4.3.2-1: Functional split of SGW

	Main functionality
	Sub-functionality
	SGW-C
	SGW-U
	Comments

	A. Session management (default & dedicated bearer establishment, bearer modification, bearer deactivation)
	1. Resource management for bearer resources
	X
	X
	See clause 5.10

	
	2. IP address and TEID assignment for GTP-U
	X
	X
	See clause 5.4

	
	3. Packet forwarding
	
	X
	

	
	4. Transport level packet marking 
	
	X
	

	C. Support for UE mobility
	1. Forwarding of "end marker" (as long as user plane to source eNB exists)
	
	X
	

	
	2. Sending of "end marker" after switching the path to target node 
	X
	X
	See clause 5.8

	
	3. Forwarding of buffered packet 
	X
	X
	See clause 5.9

	
	4. Change of target GTP-U endpoint within 3GPP accesses
	X
	
	

	
	5. Change of target GTP-U endpoint between 3GPP and non-3GPP access
	
	
	N/A

	D. S1-Release / Buffering / Downlink Data Notification
	1. ECM-IDLE mode DL packet buffering; Triggering of Downlink Data Notification message generation per bearer (multiple, if DL packet received on higher ARP than previous DDN); Inclusion of DSCP of packet in DDN message for Paging Policy Differentiation
	X
	X


	See clause 5.9

	
	2. Delay Downlink Data Notification Request (if terminating side replies to uplink data after UE service request before SGW gets updated) 
	X


	
	

	
	3. Extended buffering of downlink data when the UE is in a power saving state and not reachable (high latency communication); dropping of downlink data (if MME has requested SGW to throttle downlink low priority traffic and if the downlink data packet is received on such a bearer (see clause 4.3.7.4.1a).
	X


	X
	See clause 5.9

	
	4. PGW pause of charging procedure based on operator policy/configuration the SGW (failed paging, abnormal radio link release, number/fraction of packets/bytes dropped at SGW)
	X
	
	See clause 5.3.4

	G. NBIFOM
	Non-PCC aspects of NBIFOM
	X
	
	

	H. Inter-operator accounting (counting of volume and time)
	1. Accounting per UE and bearer 
	
	X
	See clause 5.3

	
	2. Interfacing OFCS through reference points specified in TS 32.240 [9]
	X
	
	See clause 5.3

	I. Load/overload control functions
	Exchange of load/overload control information and actions during peer node overload 
	
	
	As defined in CT4 TS 29.244 [XX]

	J. Lawful interception
	Interfacing LI functions through reference points specified in TS 33.107 [10] and performing LI functionality
	X
	X
	As defined in SA3-LI TS 33.107 [10]

	L. Restoration and recovery
	
	
	
	As defined in CT4 TS 29.244 [XX]

	N. OAM interfaces
	
	
	
	As defined in SA5 TS xx.xxx

	O. GTP bearer and path management
	Generation of echo request, handling of echo response, echo request timeout and Error Indication message
	
	
	As defined in CT4 TS 29.244 [XX]


4.3.2.2
Functional split of PGW

The following table describes the functionality of the PGW-C and the PGW-U.

All functionality performed by the PGW-U is controlled from the PGW-C and thus even if it is marked below as a PGW-U functionality only there will be corresponding control functionality in the PGW-C.

NOTE:
Functionality not marked for PGW-U is either only provided by PGW-C or does not require any specific PGW-U behaviour.

For interfaces not listed in the table below, Figure 4.2.1-1 describes whether they are terminated in the PGW-C or the PGW-U.

Table 4.3.2-2: Functional split of PGW

	Main functionality
	Sub-functionality
	PGW-C
	PGW-U
	Comments

	A. Session management (default & dedicated bearer establishment, bearer modification, bearer deactivation)
	1. Resource management for bearer resources
	X
	X
	See clause 5.10

	
	2. IP address and TEID assignment for GTP-U
	X
	X
	See clause 5.4

	
	3. Packet forwarding
	
	X
	

	
	4. Transport level packet marking 
	
	X
	

	B. UE IP address management
	1. IP address allocation from local pool 
	X
	
	See clause 5.5

	
	2. DHCPv4 / DHCPv6 client
	X
	
	See clause 5.5

	
	3. DHCPv4 / DHCPv6 server 
	X
	
	See clause 5.5

	
	4. Router advertisement, router solicitation, neighbour advertisement, neighbour solicitation (as in RFC 4861)
	X
	
	See clause 5.5

	C. Support for UE mobility
	1. Forwarding of "end marker" (as long as user plane to source eNB exists)
	
	
	N/A

	
	2. Sending of "end marker" after switching the path to target node 
	X
	X
	See clause 5.8

	
	3. Forwarding of buffered packet 
	
	
	N/A

	
	4. Change of target GTP-U endpoint within 3GPP accesses
	X
	
	

	
	5. Change of target GTP-U endpoint between 3GPP and non-3GPP access
	X
	
	

	D. S1-Release / Buffering / Downlink Data Notification
	1. ECM-IDLE mode DL packet buffering; Triggering of Downlink Data Notification message generation per bearer (multiple, if DL packet received on higher ARP than previous DDN); Inclusion of DSCP of packet in DDN message for Paging Policy Differentiation
	
	
	N/A

	
	2. Delay Downlink Data Notification Request (if terminating side replies to uplink data after UE service request before SGW gets updated) 
	
	
	N/A

	
	3. Extended buffering of downlink data when the UE is in a power saving state and not reachable (high latency communication); dropping of downlink data (if MME has requested SGW to throttle downlink low priority traffic and if the downlink data packet is received on such a bearer (see 4.3.7.4.1a).
	
	
	N/A

	
	4. PGW pause of charging procedure based on operator policy/configuration the SGW (failed paging, abnormal radio link release, number/fraction of packets/bytes dropped at SGW)
	X
	
	See clause 5.3.4

	E. Bearer/APN policing
	1. UL/DL APN-AMBR enforcement
	
	X
	

	
	2. UL/DL bearer MBR enforcement (for GBR bearer)
	
	X
	

	
	3. UL/DL bearer MBR enforcement (for nonGBR bearer on Gn/Gp interface)
	
	X
	

	F. PCC related functions
	1. Service detection (DPI, IP-5-tuple)
	
	X
	

	
	2. Bearer binding (bearer QoS & TFT)
	X
	
	

	
	3. UL bearer binding verification and mapping of DL traffic to bearers
	
	X
	See clause 5.2

	
	4. UL and DL service level gating 
	
	X
	

	
	5. UL and DL service level MBR enforcement
	
	X
	

	
	6. UL and DL service level charging (online & offline, per charging key)
	X
	X
	See clause 5.3

	
	7. Usage monitoring
	X
	X
	See clause 5.3

	
	8. Event reporting (including application detection)
	X
	X
	Note: User-plane related events such as application detection reporting supported in UP function, while control-plane related events such as RAT change etc. supported only in CP function.

	
	9. Request for forwarding of event reporting
	
	
	N/A

	
	10. Redirection
	X
	X
	See clause 5.11.3

	
	11. FMSS handling 
	
	X
	

	
	12. PCC support for NBIFOM 
	X
	
	

	
	13. DL DSCP marking for application indication
	
	
	N/A

	
	14. Predefined PCC/ADC rules activation and deactivation
	X
	X
	See clause 5.11.1

	
	15. PCC support for SDCI
	X
	X
	See clause 5.11.4

	G. NBIFOM
	Non-PCC aspects of NBIFOM
	X
	
	

	H. Inter-operator accounting (counting of volume and time)
	1. Accounting per UE and bearer 
	
	X
	See clause 5.3

	
	2. Interfacing OFCS through reference points specified in TS 32.240 [9]
	X
	
	See clause 5.3

	I. Load/overload control functions
	Exchange of load/overload control information and actions during peer node overload 
	
	
	As defined in CT4 TS 29.244 [XX]

	J. Lawful interception
	Interfacing LI functions through reference points specified in TS 33.107 [10] and performing LI functionality
	X
	X
	As defined in SA3-LI TS 33.107 [10]

	K. Packet screening function
	
	
	X
	

	L. Restoration and recovery
	
	
	
	As defined in CT4 TS 29.244 [XX]

	M. RADIUS / Diameter on SGi
	
	X
	X
	See clause 5.5

	N. OAM interfaces
	
	
	
	As defined in SA5 TS xx.xxx

	O. GTP bearer and path management
	Generation of echo request, handling of echo response, echo request timeout and Error Indication message
	
	
	As defined in CT4 TS 29.244 [XX]


4.3.2.3
Functional split of TDF

The following table describes the functionality of the TDF-C and the TDF-U.

All functionality performed by the TDF-U is controlled from the TDF-C and thus even if it is marked below as a TDF-U functionality only there will be corresponding control functionality in the TDF-C.

For interfaces not listed in the table below, Figure 4.2.1-1 describes whether they are terminated in the TDF-C or TDF-U.

Table 4.3.2-3: Functional split of TDF

	Main functionality
	Sub-functionality
	TDF-C
	TDF-U
	Comments

	E. Bearer/APN policing
	1. UL/DL APN-AMBR enforcement
	
	X
	Not identical to APN-AMBR enforcement as it a) covers every flow in TDF session and b) does not cover other TDF sessions of the UE to the same APN

	
	2. UL/DL bearer MBR enforcement (for GBR bearer)
	
	
	N/A

	
	3. UL/DL bearer MBR enforcement (for nonGBR bearer on Gn/Gp interface)
	
	
	N/A

	F. PCC related functions
	1. Service detection (DPI, IP-5-tuple)
	
	X
	

	
	2. Bearer binding (bearer QoS & TFT)
	
	
	N/A

	
	3. UL bearer binding verification and mapping of DL traffic to bearers
	
	
	N/A

	
	4. UL and DL service level gating 
	
	X
	

	
	5. UL and DL service level MBR enforcement
	
	X
	

	
	6. UL and DL service level charging (online & offline, per charging key)
	X
	X
	See clause 5.3

	
	7. Usage monitoring
	X
	X
	See clause 5.3

	
	8. Event reporting (including application detection)
	X
	X
	Note: User-plane related events such as application detection reporting supported in UP function, while control-plane related events such as RAT change etc. supported only in CP function.

	
	9. Request for forwarding of event reporting
	X
	
	

	
	10. Redirection
	X
	X
	See clause 5.11.3

	
	11. FMSS handling 
	
	X
	

	
	12. PCC support for NBIFOM 
	
	
	N/A

	
	13. DL DSCP marking for application indication
	
	X
	

	
	14. Predefined PCC/ADC rules activation and deactivation
	X
	X
	See clause 5.11.1

	
	15. PCC support for SDCI
	X
	X
	See clause 5.11.4

	H. Inter-operator accounting (counting of volume and time)
	1. Accounting per UE and bearer 
	
	
	N/A

	
	2. Interfacing OFCS through reference points specified in TS 32.240 [9]
	X
	
	See clause 5.3

	I. Load/overload control functions
	Exchange of load/overload control information and actions during peer node overload 
	
	
	As defined in CT4 TS 29.244 [XX]

	L. Restoration and recovery
	
	
	
	As defined in CT4 TS 29.244 [XX]

	N. OAM interfaces
	
	
	
	As defined in SA5 TS xx.xxx


4th CHANGE
5
Functional description


5.1
General
This clause contains detailed functional descriptions for some of the functions provided by the UP function of SGW, PGW and TDF (whether a function has to be supported by a functional entity is defined in clause 4.3.2). It is documented how the respective CP function instructs it's corresponding UP function and which control parameters are used.

The remainder of clause 5 is unchanged and thus not shown. 
5th CHANGE
6.1
General

This clause defines the procedures that are used for the interaction between SGW-C and SGW-U, PGW-C and PGW-U, TDF-C and TDF-U, and documents how these procedures shall be embedded into existing procedures of TS 23.401 [2], TS 23.402 [4], TS 23.060 [5] and TS 23.203 [3].

NOTE:
TS 23.401 [2], TS 23.402 [4], TS 23.060 [5] and TS 23.203 [3] do not reflect control and user plane separation of SGW, PGW or TDF and thus the procedures in these specifications do not show the interaction between the respective CP function and UP function. In case of any discrepancies, the procedures defined in TS 23.401 [2], TS 23.402 [4], TS 23.060 [5] and TS 23.203 [3] apply.

6th CHANGE
6.2.1
General

Sx session management procedures are used to control the functionality of the UP function, which involve SGW, PGW or TDF. The CP function can create, update and remove the Sx session context (i.e. the parameters related to a PDN connection, IP-CAN session, TDF session or TDF in unsolicited reporting mode) in the UP function.

The following Sx session management procedures exist: Sx session establishment procedure, Sx session modification procedure and Sx session termination procedure. All of them are initiated by the CP function.


7th CHANGE
7.2
Session context

The session context comprises the session related parameters and all PDRs, URRs, QERs and FARs with the same Session ID.

The following table describes the session related parameters provided over Sx.

Table 7.2-1: Session related parameters

	Attribute
	Description
	Comment
	Applicability

	
	
	
	SGW


	PDN GW
	TDF

	Session ID
	Uniquely identifies a session.
	This session corresponds to a PDN connection for SGW, a PDN connection and an IP-CAN session for PGW, TDF session for TDF or a TDF in unsolicited reporting mode.
	X
	X
	X



8th CHANGE
7.3
Packet Detection Rule

The following table describes the Packet Detection Rule (PDR) containing information required to classify a packet arriving at the UP function. There is at least one PDR per direction, e.g. UL direction or DL direction.

Table 7.3-1: Attributes within Packet Detection Rule

	Attribute
	Description
	Comment
	Applicability

	
	
	
	SGW


	PDN GW
	TDF

	Session ID
	Identifies the session associated to this PDR
	
	X
	X
	X

	Rule ID
	Unique identifier to identify this information.
	
	X
	X
	X

	Precedence
	Determines the order, in which the detection information of all rules is applied
	
	
	X
	X

	Packet Detection information
	Source interface
	Contains the values "access side", "core side", "CP function" or "SGi-LAN".
	Identifies whether the rule applies to incoming packets from the access side (i.e. up-link), the core side (i.e. down-link), the CP function (the packet from CP function) or the SGi-LAN side (the packet has experienced SGi-LAN Service Functions).
	X
	X
	X

	
	UE IP address 
	One IPv4 address and/or one IPv6 prefix with prefix length
	Combination of UE IP address (together with PDN instance, if necessary), F-TEID, SDF filters, application ID for traffic detection:

SGW UL: Local F-TEID

SGW DL: Local F-TEID

PGW UL: Local F-TEID + UE IP address + SDF/applicat.ID

PGW DL: UE IP address + SDF/application ID

TDF UL (solicited mode): UE IP address + SDF/application ID

TDF DL (solicited mode): UE IP address + SDF/application ID

TDF UL/DL (unsolicited mode): application ID
	
	X
	X

	
	PDN instance
	Identifies the PDN instance associated with the incoming packet. Needed e.g. in case one UP function supports multiple APN with overlapping IP addresses.
	X
	
	X
	X

	
	Local F-TEID 
	
	
	X
	X
	

	
	SDF Filter
	
	
	
	X
	X

	
	Application ID
	
	
	
	X
	X

	
	Instructs the UP function to remove one or more outer header(s) (e.g. IP+UDP+GTP) from the incoming packet.
	Any extension header shall be stored for this packet.
	
	X
	
	

	Outer header removal
	Every Forwarding action Rule ID identifies a forwarding action that has to be applied to a packet matching this rule.
	
	X
	X
	X

	List of Forwarding Action Rule ID(s)
	Every Reporting Rule ID identifies a measurement action that has to be applied to a packet matching this rule.
	
	X
	X
	X

	List of Reporting Rule ID(s)
	Every QoS Enforcement Rule ID identifies a QoS enforcement action that has to be applied to a packet matching this rule. 
	
	
	X
	X



9th CHANGE
7.4
Usage Reporting Rule

The following table describes the Usage Reporting Rule (URR) that defines how a packet shall be accounted as well as when and how to report the measurements.

Table 7.4-1: Attributes within Usage Reporting Rule

	Attribute
	Description
	Comment
	Applicability

	
	
	
	SGW


	PDN GW
	TDF

	Session ID
	Identifies the session associated to this URR
	
	X
	X
	X

	Measurement Key


	Unique identifier of this Usage Reporting Rule. The CP function uses the measurement key to group flows that share a common measurement
	This allows generation of measurements for flow based charging, flow based usage monitoring, bearer based monitoring and session based usage monitoring.
	X
	X
	X

	Active/Inactive
	Determines if measurement shall be performed (active), or if measurement shall be paused (inactive).
	This is used with the Pause of Charging described in clause 5.3.4.
	
	X
	

	Reporting triggers
	One or multiple of the events can be activated for the generation and reporting of the usage report.
	Applicable events include:

Start/stop of traffic detection with/without application instance identifier and deduced SDF filter reporting; Deletion of last rule for measurement key; Periodic measurement threshold reached; Volume/Time/Event measurement threshold reached; Immediate report requested; Measurement of incoming UL traffic; Measurement of discarded DL traffic.
	X
	X
	X

	Periodic measurement threshold 
	Defines the point in time for sending a periodic report for this measurement key (e.g. timeofday)
	This allows generation of periodic usage report for e.g. offline charging.

It can also be used for realizing the Monitoring time of the usage monitoring feature.

It can also be used for realizing the Quota-Idle-Timeout, i.e. to enable the CP function to check whether any traffic has passed during this time.
	X
	X
	X

	Volume measurement threshold
	Value in terms of uplink and/or downlink and/or total byte-count when the measurement report is to be generated.
	
	X
	X
	X

	Time measurement threshold
	Value in terms of the time duration (e.g. in seconds) when the measurement report is to be generated.
	
	X
	X
	X

	Event measurement threshold
	Number of events (identified according to a locally configured policy) after which the measurement report is to be generated.
	
	
	X
	X

	Inactivity detection time


	Defines the period of time after which the time measurement shall stop, if no packets are received. 
	Timer corresponding to this duration is restarted at the end of each transmitted packet.
	
	X
	X

	Event based reporting
	Points to a locally configured policy which is identifies event(s) trigger for generating usage report.
	
	
	X
	X



10th CHANGE
7.5
Forwarding Action Rule

The following table describes the Forwarding Action Rule (FAR) that defines how a packet shall be forwarded, including packet encapsulation/decapsulation and forwarding destination.

Table 7.5-1: Attributes within Forwarding Action Rule

	Attribute
	Description
	Comment
	Applicability

	
	
	
	SGW


	PDN GW
	TDF

	Session ID
	Identifies the session associated to this FAR
	
	X
	X
	X

	Rule ID
	Unique identifier to identify this information.
	
	X
	X
	X

	Precedence
	Determines the order in which the Forwarding Action Rules are to be applied
	
	X
	X
	X

	PDN instance
	Identifies the PDN instance associated with the outgoing packet. Needed e.g. in case one UP function supports multiple APN with overlapping IP addresses.
	
	
	X
	X

	Destination interface
	Contains the values "access side", "core side", "CP function", or "SGi-LAN".
	Identifies the interface for outgoing packets towards the access side (i.e. down-link), the core side (i.e. up-link), the CP function side (i.e. towards CP function) or the SGi-LAN side (i.e. towards SGi-LAN).
	X
	X
	X

	Outer header creation 
	Instructs the UP function to add an outer header (IP+UDP+GTP) to the outgoing packet


	Contains the F-TEIDu of peer entity (e.g. eNB, SGW, PGW, CP function).

Any extension header stored for this packet shall be added.
	X
	X
	

	Send end marker packet(s)
	Instructs the UP function to construct end marker packet(s) and send them out as described in clause 5.8.1.
	This parameter should be sent together with the "out header creation" parameter of the new F-TEID-u.
	X
	X
	

	Transport level marking 
	Transport level packet marking in the uplink and downlink, e.g. setting the DiffServ Code Point.
	
	X
	X
	

	Forwarding policy 
	Reference to a preconfigured traffic forwarding treatment for FMSS or http redirection (NOTE 1)
	Contains TSP ID or Redirect Destination and values for the forwarding behaviour (always, after measurement report (for termination action "redirect"))


	
	X
	X

	Container for header enrichment


	Contains information to be used by the UP function for header enrichment
	Only relevant for the uplink direction
	
	X
	X

	Delay Downlink Packet Notification Information
	D parameter
	See clause 5.9.3
	X
	
	

	Extended buffering Information
	DL Data Buffer Expiration Time
	See clause 5.9.3
	X
	
	

	
	DL Suggested Packet Count
	See clause 5.9.3
	
	
	

	NOTE 1:
The TSP ID action is enforced before the Outer header creation actions.



11th CHANGE
7.6
QoS Enforcement Rule

The following table describes the QoS Enforcement Rule (QER) that defines how a packet shall be treated in terms of bit rate limitation and packet marking for QoS purposes. All Packet Detection Rules that refer to the same QER share the same QoS resources, e.g. MBR.

Table 7.6-1: Attributes within QoS Enforcement Rule

	Attribute
	Description
	Comment
	Applicability

	
	
	
	SGW


	PDN GW
	TDF

	Session ID
	Identifies the session associated to this QER
	
	X
	X
	X

	Rule ID
	Unique identifier to identify this information.
	
	X
	X
	X

	Precedence
	Determines the order in which the QoS Enforcement Rules are to be applied
	
	X
	X
	X

	QoS Enforcement Rule correlation ID
	An identity allowing the UP function to correlate multiple Sessions for the same UE and APN.
	Is used to correlate QoS Enforcement Rules for APN-AMBR enforcement
	
	X
	

	Gate status UL/DL 
	Instructs the UP function to let the flow pass or to block the flow 
	Values are: open, close, close after measurement report (for termination action "discard")
	
	X
	X

	Maximum bitrate
	The uplink/downlink maximum bitrate to be enforced for the packets.
	This field may e.g. contain any one of:

- APN-AMBR (for a QER that is referenced by all relevant Packet Detection Rules of all PDN Connections to an APN)

- TDF session MBR (for a QER that is referenced by all Packet Detection Rules of a TDF Session)
- bearer MBR (for a QER that is referenced by all Packet Detection Rules of a bearer)

- SDF MBR (for a QER that is referenced by the uplink/downlink Packet Detection Rule of a SDF)


	
	X
	X

	Guaranteed bitrate
	The uplink/downlink guaranteed bitrate authorized for the packets.
	This field contains:

- bearer GBR (for a QER that is referenced by all Packet Detection Rules of a bearer)


	X
	X
	

	Down-link flow level marking
	Flow level packet marking in the downlink.
	For PGW, this is for controlling the SCI marking in the GTP extension header (for service indication towards GERAN as described in TS 23.060 [5]).

For TDF, this is for controlling the DSCP marking for application indication.
	
	X
	X

	Packet rate
	Number of packets per time interval to be enforced.
	This field contains any one of:

- downlink packet rate for Serving PLMN Rate Control (the QER is referenced by all PDRs of the UE belonging to PDN connections using CIoT EPS Optimizations as described in TS 23.401 [2])
- uplink/downlink packet rate for APN Rate Control (the QER is referenced by all PDRs of the UE belonging to PDN connections to the same APN using CIoT EPS Optimizations as described in TS 23.401 [2]).
	
	X
	



12th CHANGE
7.7
Usage Report generated by UP function

The UP function sends the usage report to inform the CP function about the measurement of an active URR or about the detection of application traffic of an active Packet Detection Rule. For each URR, the usage report may be generated repeatedly, i.e. as long as any one of the valid event triggers applies. A final usage report is sent for a URR when it is no longer active, i.e. either the URR is removed or all the references to this URR in any of the Packet Detection Rules belonging to the Sx session.

Following attributes can be included in the usage report:

Table 7.7-1: Attributes within Usage Report

	Attribute
	Description
	Comment
	Applicability

	
	
	
	SGW


	PDN GW
	TDF

	Session ID
	Uniquely identifies a session.
	This corresponds to a PDN connection for SGW and PGW or a TDF session for TDF
	X
	X
	X

	Rule ID
	Uniquely identifies the Packet Detection Rule within a session which triggered the report
	Only required when Reporting trigger is Detection of 1st DL packet on bearer (SGW) or Start/stop of traffic detection (PGW/TDF)
	X
	X
	X

	Measurement Key


	Uniquely identifies the Measurement Key related to the report
	Not sent when Reporting trigger is Start/stop of traffic detection
	X
	X
	X

	Reporting trigger
	Identifies the trigger for the usage report. 
	Applicable values are:

Detection of 1st DL packet on bearer (only for SGW); Start/stop of traffic detection with/without application instance identifier and deduced SDF filter reporting (only for PGW and TDF); Deletion of last rule for measurement key; Periodic measurement threshold reached; Volume/Time/Event measurement threshold reached; Immediate report requested; Measurement of incoming UL traffic (only for PGW); Measurement of discarded DL traffic (only for SGW).
	X
	X
	X

	Start time
	Provides the timestamp, in terms of absolute time, when the collection of the information provided within Usage-Information is started.
	Not sent when Reporting trigger is Start/stop of traffic detection
	X
	X
	X

	End time
	Provides the timestamp, in terms of absolute time, when the information provided within Usage-Information is generated.
	Not sent when Reporting trigger is Start/stop of traffic detection
	X
	X
	X

	Measurement information
	Defines the measured volume/time/events for this measurement key 
	Contains DSCP of received packet when Reporting trigger is Detection of 1st DL packet on bearer (as described in TS 23.401 [2])

Contains application instance identifier and deduced SDF filter when Reporting trigger is Start/stop of traffic detection with application instance identifier and deduced SDF filter reporting (including deduced UE IP address for TDF in unsolicited mode)

Not sent when Reporting trigger is Start/stop of traffic detection without application instance identifier and deduced SDF filter reporting 
	X
	X
	X

	Time of last packet
	Provides the timestamp, in terms of absolute time, when the last packet was received for this measurement key.
	Enables the realization of Quota-Idle-Timeout, i.e. enable the CP function to adjust the Periodic measurement threshold.

Not sent when Reporting trigger is Start/stop of traffic detection
	
	X
	X



END of CHANGES
